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The European School of Bergen (hereinafter, the “School”) is committed to respecting 
your privacy and to complying with the requirements of the Regulation (EU) 2016/679 of 
the European Parliament and of the Council of 27 April 2016, on the protection of 
natural persons with regards to the processing of personal data on the free movement 
of such data (hereinafter, “the GDPR)” and the Dutch policy rules regarding video 
surveillance (Beleidsregels cameratoezicht). 

‘Personal data’ means any information related to an identified or identifiable natural 
person. The ‘data subjects’ are any persons accessing the School grounds (i.e. visitors, 
pupils, parents, School’s staff members, external service providers contracted by the 
School). 

As defined by Article 4 (7) of the GDPR, the ‘controller’ is the natural or legal person, 
public authority, agency or other body which alone or jointly with others, determines 
the purposes and means of the processing of personal data. The director of the School1 
is considered to be the ‘controller’ and camera surveillance is the exclusive responsibility 
of the controller. 

This Privacy Statement informs you about why and how the School processes 
information it collects about you with video surveillance. It sets out what kind of 
personal data it may collect about you, how it processes them, and your rights in 
relation to such collection.  

1. What are the categories of personal data collected by the School? 
The categories of data that are collected and processed are the following:  

• 

mailto:ber-director@eursc.eu




The School’s security guards are able to view the real-time video images. However, they will not 
have access to the stored images or real-time viewing of images.  

The video recordings may be shared with judicial or law enforcement authorities in the exercise 
of their duties governed by public law, when required by law for the purpose of ongoing 
inquiries or to investigate or prosecute criminal offences. 

5. How long do we keep your personal data?  



8. What are your rights?  
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